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compared to other block ciphers. This prevents its use in certain applications, but is not a problem in 
others, such as SplashID. 

Blowfish is not subject to any patents and is therefore freely available for anyone to use. This has 
contributed to its popularity in cryptographic software. 

 


